PERSONAL DATA PROTECTION POLICY

(ακολουθεί ελληνική έκδοση)
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# Purpose, Scope and Users

UNITED WE FLY, MUSIC PRODUCTIONS P.C., hereinafter referred to as “UWF”, strives to comply with applicable laws and regulations related to Personal Data protection where it operates. This Policy sets forth the basic principles by which UWF processes the personal data of clients, customers, suppliers, partners, employees, and other individuals, and indicates the responsibilities of its departments and employees while processing personal data.

The users of this document are all employees, permanent or temporary, and all contractors working on behalf of UWF.

# Definitions

The following definitions of terms used in this document are drawn from Article 4 of the European Union’s General Data Protection Regulation:

**Personal Data:** Any information relating to an identified or identifiable natural person ("**Data Subject**") who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.

**Sensitive Personal Data:** Personal data which are, by their nature, particularly sensitive in relation to fundamental rights and freedoms merit specific protection as the context of their processing could create significant risks to the fundamental rights and freedoms. Those personal data include personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or trade union membership, genetic data, biometric data for the purpose of uniquely identifying a natural person, data concerning health or data concerning a natural person's sex life or sexual orientation.

**Data Controller**: The natural or legal person, public authority, agency or any other body, which alone or jointly with others, determines the purposes and means of the processing of personal data.

**Data Processor**: A natural or legal person, public authority, agency or any other body which processes personal data on behalf of a Data Controller.

**Processing**: An operation or set of operations which is performed on personal data or on sets of personal data, whether or not by automated means, such as collection, recording, organization, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of the data.

**Authority**: The Hellenic Personal Data Protection Authority

# Basic Principles Regarding Personal Data Processing

UWF as the controller strictly adheres to the data protection principles set out in Article 5 of the General Data Protection Regulation

## Lawfulness, Fairness and Transparency

UWF is processing Personal data lawfully, fairly and in a transparent manner in relation to the data subject.

## Purpose Limitation

Personal data are collected for specified, explicit and legitimate purposes and not further processed in a manner that is incompatible with those purposes.

## **Data Minimization**

UWF holds the accurate personal data of the subjects and ensures that their observance is limited to what is necessary in relation to the processing purposes. At the same time, it shall apply the appropriate technical measures to achieve the above objectives.

## **Accuracy**

Personal data that UWF holds are accurate and, where necessary, up to date; All the required steps are taken to ensure that personal data that are inaccurate, having regard to the purposes for which they are processed, are erased or rectified in a timely manner.

## **Storage Period Limitation**

Personal data are kept for no longer than is necessary for the purposes for which the personal data are processed.

## **Integrity and confidentiality**

Taking into account the state of technology and other available security measures, the implementation cost, and likelihood and severity of personal data risks, UWF uses appropriate technical or organizational measures to process Personal Data in a manner that ensures appropriate security of personal data, including protection against accidental or unlawful destruction, loss, alternation, unauthorized access to, or disclosure.

## **Accountability**

UWF is responsible for and is able to demonstrate compliance with the principles outlined above.

# Privacy Notice, Consent and Data Subject Rights

In order to demonstrate compliance with the principles of data protection, an organisation should build data protection into its activities.

## Notification to Data Subjects

Before collecting personal data for any kind of processing activities including but not limited to selling products, services, or marketing activities, UWF is responsible to properly inform data subjects of the following: the types of personal data collected, the purposes of the processing, processing methods, the data subjects’ rights with respect to their personal data, the retention period, potential international data transfers, if data will be shared with third parties and UWF’s security measures to protect personal data. This information is provided through Privacy Notice.

## Data Subject’s Consent

Whenever personal data processing is based on the data subject's consent, or other lawful grounds, UWF is responsible for providing data subjects with options to provide the consent, with affirmative act, flatly and clearly distinguishable from the other matters and must inform and ensure that their consent (whenever consent is used as the lawful ground for processing) can be withdrawn at any time.

Where collection of personal data relates to a child under the age of 15, UWF ensures that parental consent is given prior to the collection using the Parental Consent Form.

When requests to correct, amend or destroy personal data records, UWF must ensure that these requests are handled within a reasonable time frame. UWF must also record the requests and keep a log of these.

Personal data are processed for the purpose for which they were originally collected. In the event that UWF wants to process collected personal data for another purpose, UWF seeks the consent of its data subjects in clear and concise writing. Any such request includes the original purpose for which data was collected, and also the new, or additional, purpose(s). The request also includes the reason for the change in purpose(s).

## Collection

UWF strives tocollect the least amount of personal data possible. If personal data is collected from a third party, UWF ensures that the personal data is collected lawfully.

## Relation of UWF to Third Parties

Whenever UWF uses a third-party supplier or partner to process personal data on its behalf, UWF ensures that this processor will provide security measures to safeguard personal data that are appropriate to the associated risks.

UWF strives to ensure that the supplier or partner is processing personal data to carry out its contractual obligations towards UWF or upon the instructions of UWF and not for any other purposes.

## Rights of Access by Data Subjects

UWF as a data controller, UWF is responsible to provide data subjects with a reasonable access mechanism to enable them to access their personal data, and must allow them to update, rectify, erase, or transmit their Personal Data, if appropriate or required by law.

## Data Portability

Data Subjects have the right to receive, upon request, a copy of the data they provided to us in a structured format and to transmit those data to another controller, for free. UWF is responsible to ensure that such requests are processed within one month, are not excessive and do not affect the rights to personal data of other individuals.

## Right to be Forgotten

Upon request, Data Subjects have the right to obtain from UWF the erasure of its personal data. UWF as a Controller takes necessary actions (including technical measures) to inform the third-parties who use or process that data to comply with the request.

# Response to Personal Data Breach Incidents

When UWF learns of a suspected or actual personal data breach, UWF performs as an internal investigation and takes appropriate remedial measures in a timely manner, according to the Data Breach Policy. Where there is any risk to the rights and freedoms of data subjects, UWF notifies the relevant data protection authorities without undue delay and, when possible, within 72 hours.

# Contact

If you have any questions or need clarification regarding the processing of your personal data by UWF, please send your message to the email address [info@unitedwefly.com](mailto:info@unitedwefly.com) and will be happy to serve you directly.
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# Σκοπός, Εμβέλεια

Η UNITED WE FLY, ΜΟΥΣΙΚΕΣ ΠΑΡΑΓΩΓΕΣ ΙΚΕ, που στο εξής θα αναφέρεται ως “UWF”, καταβάλει κάθε προσπάθεια προς την κατεύθυνση της συμμόρφωσης με τη νομοθεσία που σχετίζεται με την Προστασία των Δεδομένων Προσωπικού Χαρακτήρα στον τομέα που δραστηριοποιείται. Η παρούσα Πολιτική θέτει τις βασικές αρχές με τις οποίες η UWF επεξεργάζεται τα προσωπικά δεδομένα των πελατών, συνεργατών, εργαζόμενων, προμηθευτών και άλλων προσώπων.

Όλοι οι εργαζόμενοι, με σχέση αορίστου ή ορισμένου χρόνου, καθώς και όλοι οι υπεργολάβοι που εργάζονται για λογαριασμό της UWF δεσμεύονται από την παρούσα Πολιτική.

# Βασικοί Ορισμοί

Ακολουθούν οι βασικοί ορισμοί των όρων που χρησιμοποιούνται σε αυτό το έγγραφο, όπως τίθενται στο Άρθρο 4 του Γενικού Κανονισμού για την Προστασία Δεδομένων, προκειμένου το υποκείμενο των δεδομένων να εξοικειωθεί με την ορολογία του Κανονισμού:

**Δεδομένα Προσωπικού Χαρακτήρα:** κάθε πληροφορία που αφορά ταυτοποιημένο ή ταυτοποιήσιμο φυσικό πρόσωπο («υποκείμενο των δεδομένων»)· το ταυτοποιήσιμο φυσικό πρόσωπο είναι εκείνο του οποίου η ταυτότητα μπορεί να εξακριβωθεί, άμεσα ή έμμεσα, ιδίως μέσω αναφοράς σε αναγνωριστικό στοιχείο ταυτότητας, όπως όνομα, σε αριθμό ταυτότητας, σε δεδομένα θέσης, σε επιγραμμικό αναγνωριστικό ταυτότητας ή σε έναν ή περισσότερους παράγοντες που προσιδιάζουν στη σωματική, φυσιολογική, γενετική, ψυχολογική, οικονομική, πολιτιστική ή κοινωνική ταυτότητα του εν λόγω φυσικού προσώπου,

**Προσωπικά Δεδομένα ειδικών κατηγοριών:** Δεδομένα προσωπικού χαρακτήρα τα οποία είναι εκ φύσεως ιδιαίτερα ευαίσθητα σε σχέση με θεμελιώδη δικαιώματα και ελευθερίες χρήζουν ειδικής προστασίας, καθότι το πλαίσιο της επεξεργασίας τους θα μπορούσε να δημιουργήσει σημαντικούς κινδύνους για τα θεμελιώδη δικαιώματα και τις ελευθερίες. Αυτά τα προσωπικά δεδομένα περιλαμβάνουν δεδομένα προσωπικού χαρακτήρα που αποκαλύπτουν τη φυλετική ή εθνοτική καταγωγή, τα πολιτικά φρονήματα, τις θρησκευτικές ή φιλοσοφικές πεποιθήσεις ή τη συμμετοχή σε συνδικαλιστική οργάνωση, καθώς και η επεξεργασία γενετικών δεδομένων, βιομετρικών δεδομένων με σκοπό την αδιαμφισβήτητη ταυτοποίηση προσώπου, δεδομένων που αφορούν την υγεία ή δεδομένων που αφορούν τη σεξουαλική ζωή φυσικού προσώπου ή τον γενετήσιο προσανατολισμό.

**Υπεύθυνος Επεξεργασίας:** το φυσικό ή νομικό πρόσωπο, η δημόσια αρχή, η υπηρεσία ή άλλος φορέας που, μόνα ή από κοινού με άλλα, καθορίζουν τους σκοπούς και τον τρόπο της επεξεργασίας δεδομένων προσωπικού χαρακτήρα

**Εκτελών την Επεξεργασία**: το φυσικό ή νομικό πρόσωπο, η δημόσια αρχή, η υπηρεσία ή άλλος φορέας που επεξεργάζεται δεδομένα προσωπικού χαρακτήρα για λογαριασμό του υπευθύνου της επεξεργασίας

**Επεξεργασία:** κάθε πράξη ή σειρά πράξεων που πραγματοποιείται με ή χωρίς τη χρήση αυτοματοποιημένων μέσων, σε δεδομένα προσωπικού χαρακτήρα ή σε σύνολα δεδομένων προσωπικού χαρακτήρα, όπως η συλλογή, η καταχώριση, η οργάνωση, η διάρθρωση, η αποθήκευση, η προσαρμογή ή η μεταβολή, η ανάκτηση, η αναζήτηση πληροφοριών, η χρήση, η κοινολόγηση με διαβίβαση, η διάδοση ή κάθε άλλη μορφή διάθεσης, η συσχέτιση ή ο συνδυασμός, ο περιορισμός, η διαγραφή ή η καταστροφή.

**Αρχή:** Η Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα

# Βασικές αρχές που αφορούν την Επεξεργασία Δεδομένων Προσωπικού Χαρακτήρα

Η UWF ως υπεύθυνος επεξεργασίας τηρεί απαρέγκλιτα τις αρχές προστασίας δεδομένων που ορίζονται στο άρθρο 5 του Γενικού Κανονισμού για την Προστασία Δεδομένων.

## Νομιμότητα, Αντικειμενικότητα και Διαφάνεια

Η UWF επεξεργάζεται τα προσωπικά δεδομένα νόμιμα, αντικειμενικά και με διαφάνεια απέναντι στα υποκείμενα των δεδομένων.

## Περιορισμός Σκοπού

Τα προσωπικά δεδομένα συλλέγονται μόνο για ειδικούς, ρητούς και νόμιμους σκοπούς και δεν υφίστανται επεξεργασία για κανέναν άλλο σκοπό.

## **Ελαχιστοποίηση δεδομένων**

Η UWF τηρεί τα ακριβή προσωπικά δεδομένα των υποκειμένων και μεριμνά ώστε η τήρησή τους να περιορίζεται σε ό,τι είναι απαραίτητο σε σχέση με τους σκοπούς επεξεργασίας. Παράλληλα, εφαρμόζει τα κατάλληλα τεχνικά μέτρα προκειμένου να επιτευχθούν οι ανωτέρω στόχοι.

## **Ακρίβεια**

Τα προσωπικά δεδομένα που διατηρεί η UWF είναι ακριβή και επικαιροποιημένα. Λαμβάνουν δε χώρα ενέργειες ώστε να εξασφαλιστεί ότι τα προσωπικά δεδομένα που είναι ανακριβή, σε σχέση με τους σκοπούς για τους οποίους υφίστανται η επεξεργασία, διαγράφονται ή διορθώνονται σε εύλογο χρόνο.

## **Περιορισμός της Περιόδου Αποθήκευσης**

Τα προσωπικά δεδομένα τηρούνται για χρόνο όχι μεγαλύτερο από αυτόν που είναι απαραίτητος για τους σκοπούς για τους οποίους η UWF τα επεξεργάζεται.

## **Ακεραιότητα και εμπιστευτικότητα**

Λαμβάνοντας υπόψη το τεχνολογικό επίπεδο και άλλα διαθέσιμα μέτρα ασφαλείας, το κόστος εφαρμογής, καθώς και τη πιθανότητα και σοβαρότητα των κινδύνων για τα προσωπικά δεδομένα, η UWF χρησιμοποιεί κατάλληλα τεχνικά ή οργανωτικά μέτρα για την επεξεργασία των Προσωπικών Δεδομένων, με τρόπο που εγγυάται την ενδεδειγμένη ασφάλεια των δεδομένων προσωπικού χαρακτήρα και την προστασία τους απέναντι σε τυχαία καταστροφή, απώλεια, φθορά, μη εξουσιοδοτημένη ή παράνομη επεξεργασία τους.

## **Λογοδοσία**

H UWF φέρει την ευθύνη και είναι σε θέση να αποδείξει τη συμμόρφωση με το Γενικό Κανονισμό για την Προστασία Δεδομένων στην αρμόδια Αρχή Προστασίας Δεδομένων Προσωπικού Χαρακτήρα.

# Ειδοποίηση Ιδιωτικότητας, Συγκατάθεση και Δικαιώματα των Υποκειμένων των Δεδομένων

## Ειδοποίηση στα Υποκείμενα των Δεδομένων

Πριν από τη συλλογή δεδομένων προσωπικού χαρακτήρα ή κατά τη συλλογή τους για οποιαδήποτε δραστηριότητα επεξεργασίας που αναλαμβάνει η UWF, συμπεριλαμβανομένης αλλά όχι μόνο της πώλησης προϊόντων, υπηρεσιών ή δραστηριοτήτων marketing, η UWF είναι υπεύθυνη να παράσχει την κατάλληλη πληροφόρηση προς τα υποκείμενα των δεδομένων και πιο συγκεκριμένα, πληροφόρηση για τους τύπους των προσωπικών δεδομένων που συλλέγονται, τους σκοπούς της επεξεργασίας, τις μεθόδους επεξεργασίας, τα δικαιώματα των υποκειμένων δεδομένων σε σχέση με τα προσωπικά τους δεδομένα, την περίοδο καταχώρησης, τυχόν διεθνείς μεταφορές δεδομένων, αν τα δεδομένα προσωπικού χαρακτήρα δίδονται στο πλαίσιο συνεργασίας σε τρίτα μέρη, καθώς και τα μέτρα ασφαλείας της UWF για την προστασία των προσωπικών δεδομένων. Αυτή η πληροφορία παρέχεται μέσω της Ειδοποίησης Ιδιωτικότητας.

## Συγκατάθεση

Όταν η συλλογή προσωπικών δεδομένων έχει ως νομική βάση τη συγκατάθεση του υποκειμένου των δεδομένων, η UWF είναι υπεύθυνη να εξασφαλίσει ότι τα υποκείμενα των δεδομένων παρέχουν τη συγκατάθεσή τους ελεύθερα, με θετική ενέργεια, ρητά και εν πλήρει επιγνώσει του περιεχομένου του κειμένου στο οποίο συγκατατίθενται. Η UWF παρέχει στα υποκείμενα των δεδομένων τη δυνατότητα να ανακαλέσουν οποιαδήποτε στιγμή τη συγκατάθεσή τους.

Όπου λαμβάνει χώρα συλλογή προσωπικών δεδομένων παιδιών κάτω των 15 ετών, η UWF εξασφαλίζει ότι πριν τη συλλογή έχει δοθεί συγκατάθεση του Γονέα.

Η επεξεργασία των προσωπικών δεδομένων πρέπει να γίνεται μόνο για το σκοπό για τον οποίο συλλέχθηκαν εξ αρχής. Σε περίπτωση που η UWF επιθυμεί να επεξεργαστεί συλλεχθέντα προσωπικά δεδομένα για άλλο σκοπό, πρέπει να αναζητήσει τη συγκατάθεση των υποκειμένων των δεδομένων με ρητό και συγκεκριμένο έγγραφο τρόπο. Οποιαδήποτε τέτοια αίτηση πρέπει να περιέχει τον αρχικό σκοπό για τον οποίο συλλέχθηκαν τα δεδομένα, καθώς επίσης και το νέο ή πρόσθετο σκοπό(ους).

## Συλλογή

Η UWF υποβάλλει κάθε προσπάθεια προκειμένου ο αριθμός των προσωπικών δεδομένων που συλλέγει να είναι ο ελάχιστος δυνατός. Αν τα προσωπικά δεδομένα συλλέγονται από τρίτο μέρος, η UWF εξασφαλίζει ότι τα δεδομένα αυτά συλλέγονται νόμιμα.

## Σχέση UWF με Τρίτα Μέρη

Στις περιπτώσεις που η UWF χρησιμοποιεί ένα τρίτο-μέρος προμηθευτή ή συνεργάτη στον οποίο αναθέτει να επεξεργαστεί προσωπικά δεδομένα για λογαριασμό της, εξασφαλίζει ότι ο εκτελών την επεξεργασία θα παρέχει τα κατάλληλα μέτρα ασφαλείας και προστασίας των προσωπικών δεδομένων προκειμένου να αντιμετωπιστούν οι πιθανοί σχετιζόμενοι κίνδυνοι.

Η UWF καταβάλλει κάθε προσπάθεια προκειμένου να εξασφαλίσει ότι οι προμηθευτές ή συνεργάτες της επεξεργάζονται τα προσωπικά δεδομένα μόνο για τη διεκπεραίωση των συμβατικών τους υποχρεώσεων απέναντι στη UWF, πάντα σύμφωνα με τις οδηγίες της και για κανέναν άλλο σκοπό.

## Δικαιώματα Πρόσβασης των Υποκειμένων των Δεδομένων

H UWF ως Υπεύθυνος Επεξεργασίας είναι υπεύθυνη να παράσχει στα υποκείμενα των δεδομένων μηχανισμό πρόσβασης στα προσωπικά τους δεδομένα, που θα τους επιτρέπει επιπλέον να τα αναθεωρούν, διορθώνουν, διαγράφουν ή μεταφέρουν.

## Φορητότητα Δεδομένων

Τα Υποκείμενα Δεδομένων έχουν το δικαίωμα να λάβουν, κατόπιν αίτησης ένα αντίγραφο των δεδομένων που έχουν παράσχει στη UWF σε μία δομημένη μορφή και να μεταφέρουν τα δεδομένα αυτά σε άλλο υπεύθυνο επεξεργασίας. Η UWF είναι υπεύθυνη να εξασφαλίσει ότι αυτές οι αιτήσεις διεκπεραιώνονται εντός ενός μήνα, με την προϋπόθεση τα αιτήματα αυτά να μην είναι προδήλως αβάσιμα. Κατά την άσκηση του δικαιώματος στη φορητότητα των δεδομένων το υποκείμενο των δεδομένων έχει το δικαίωμα να ζητά την απευθείας διαβίβαση των δεδομένων προσωπικού χαρακτήρα από έναν υπεύθυνο επεξεργασίας σε άλλον, σε περίπτωση που αυτό είναι τεχνικά εφικτό.

## Δικαίωμα στη Λήθη

Κατόπιν αιτήσεως, τα Υποκείμενα Δεδομένων έχουν το δικαίωμα να ζητήσουν από την UWF τη διαγραφή των προσωπικών τους δεδομένων. Η UWF θα προβεί άμεσα στις απαιτούμενες ενέργειες (συμπεριλαμβανομένων τεχνικών ενεργειών) για την ικανοποίηση του αιτήματος και θα εξασφαλίσει το ίδιο και από τυχόν τρίτα μέρη που χρησιμοποιούν ή επεξεργάζονται προσωπικά δεδομένα για λογαριασμό της.

# 

# Απόκριση σε Περιστατικά Παραβίασης Προσωπικών Δεδομένων

Όταν η UWF πληροφορηθεί μία ενδεχόμενη ή πραγματική παραβίαση προσωπικών δεδομένωνθα διεξάγει άμεσα εσωτερικό έλεγχο και θα λάβει τα κατάλληλα μέτρα αποκατάστασης σε εύλογο χρόνο, σύμφωνα με την Πολιτική Παραβίασης Προσωπικών Δεδομένων. Όταν υφίσταται κίνδυνος για τα δικαιώματα και ελευθερίες των υποκειμένων δεδομένων, η UWF οφείλει να γνωστοποιήσει το περιστατικό παραβίασης στην Αρχή αμελλητί και σε κάθε περίπτωση, εντός 72 ωρών.

# Επικοινωνία

Αν συνεχίζετε να έχετε οποιαδήποτε απορία ή χρειάζεστε οποιαδήποτε διευκρίνιση σχετικά με την επεξεργασία των προσωπικών σας δεδομένων από την UWF παρακαλούμε αποστείλετε το μήνυμά σας σας στην ηλεκτρονική διεύθυνση [info@unitedwefly.com](mailto:info@unitedwefly.com) και η UWF θα χαρεί να σας εξυπηρετήσει άμεσα.